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Purpose

This policy will provide MPD personnel with procedures for the use, management, access, retention,

. . . . .
handling of evidence, storage, and retrieval of recorded media captured by Body Womg//é{mera (BWC)

w
equipment. The purpose of utilizing BWC equipment by Minneapolis Police De;;artmeg/fp Ofﬁ%‘%s to
accomplish the following: //%%///%/* %%//
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® (Capture digital audio-video evidence for criminal, ¢ivil, and t;%?«afﬁc-related court %//é”

®  Assist officers with recalling facts or other details captured bthh%’nga/// uipment that will help them
accurately articulate a chain of events when writing rt;g’ort% %

® Be used as a training tool for officer safety and best praclices in the MPD.
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®  Assist in the assessment of contacts betwegh/Gtficers andithe Biblic by reviewing procedures and

interpersonal actions. P . B,
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¢ To enhance public trust by preservm@ewdeﬁ% of offiger-citizen interactions.
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ur%”@ 0%‘ urveillance of officers. However, data captured
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The BWC equipment is not to be y; {I'for the purpose
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by the BWC may be accessed afid/or"ised as €vidence relating to a complaint of misconduct made against
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an officer; in situations whgre evidence (@@fﬁcer misconduct is discovered during the course of authorized

access or review of BWC data4yith tegard to dquipment functionality, policy compliance, or in pending

T, .
S o

administrative, crimingl, 61il, or
NS
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In no event ghall any, recor%lg be used or shown for the purpose of ridiculing, embarrassing or

1nt1mld% anyp psoﬁ@%ne;i; civilian or swom. The BWC shall not be used for the purpose of

akiic matters.
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inti%éing%@%scg%aginé an individual from observing police activity, making appropriate inquiries to
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the polieg,or makihg a complaint.
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All officers w% are issued a BWC must have a basic knowledge and understanding of the operation of the

BWC. Officers must receive training in the use of the BWC by an authorized MPD employee and only
those officers that have received the department authorized training may operate a BWC. All MPD

employees who use the BWC systems shall receive training on these systems.



OFFICER RESPONSIBILITIES

The term “officer” is used generically in this document and includes all sworn officers regardless of rank

and also includes all applicable non-swormn personnel.

Officers assigned the BWC shall use it in accordance with MPD training, MPD policies, and the

manufacturer’s recommendations.

Officers shall complete department authorized training in the use and operation of the BWC’s prior to the
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Officers shall wear the BWC during their shift at all times during which they could re%sj ably ahticipate

that they may become involved in a situation for which activation is aipropriate inaccordaif e ¢ with this
Y may ;1! D % y
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policy. /%

assignment of a BWC,
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Officers shall conduct a BWC equipment check to ensure that@e equl%ment is w fkmg properly at the

beginning of their shift and periodically throughout the shift. % ﬁ
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Officers shall notify their immediate supervisor as Soon ical of any missing, damaged, or
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malfunctioning BWC equipment. % . % /
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Officers shall notify their immedi%tesuperwsor/ /,f/any orded event believed to be of value for

4

administrative review.
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Officers shall upload all BYW (. digital datffg} the conclusion of their shift by placing their BWC in the

agsigned docking stat) s. Oftfi ’éers/shall class1fy recorded events as appropriate, based on the options
available under the cla‘§ 1f{cg} nfs(ér%ge software. This classification should be done shortly after the
recorded 1110%1{1{‘17 1,}(:011(:11%)7 ﬁfmust be done prior to upload at the end of the officer’s shift.

Ofﬁ /)/} ar 5 & i (;g;///WIIh a BWC and are operating a squad car that is equipped with Mobile Video
Re /;g (M@,/;? ipment shall activate the MVR as required by policy and shall also activate the BWC

in comphance w1‘ this pohcy
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Officers weanng a BWC are not required to wear a MVR microphone.

When feasible, officers are encouraged to inform members of the public that they are being recorded. If
asked, officers should inform those inquiring that audio-video recording equipment is in use, unless doing

so would be unsafe for officer and/or members of the public.



RESTRICTIONS

Officers shall not use the BWC to record interactions solely with or among other department employees

except in circumstances for which activation is appropriate in accordance with this policy.

Officers shall not use the BWC for personal use or any other reason inconsistent with this policy.

Officers shall not use any personally-owned recording device to capture audio or video data. Only those
devices issued by the department are authorized for such use. Z
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Disabling BWC equipment, intentionally interfering with audio/video recording %ﬁf b111t1es;g}1d/0f/; tering,
% ////////

duplicating, deleting or destroying BWC recordings is prohibited, except by authorlze rsonn
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SUPERVISOR RESPONSIBILITIES /////////%/ /%
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Supervisors shall ensure that officers follow established proce%ures fé //the us gmdf aintenance of BWC
A /
equipment and the completion of BWC documentation. /é

Supervisors shall ensure that appropriate measureSm%/ f/d;e hﬁ nfﬁ% of any missing, damaged, or

malfunctioning BWC equipment. This will m(ﬂq%%notlf/ %ﬁ’n to BTU of the situation, replacing the

Uy,

camera in question, and making any necessar/y/report Y,
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Supervisors shall respond to the % of an 1nc ({l ///9//& /eqmres immediate retrieval of recordings and

ensure that the appropriate ?/%ﬂ d%%proceﬂures are followed. If an incident occurs that involves
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substantial bodily harm or od11y ha , the supervisor will ensure that officers download the video as
/

soon as practical follgwing any essary dut1es as part of the incident. The same requirements shall apply
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to any 1n01dent the su W (1) /deems,may be a “high profile” incident.
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When condup ing %e re% 8, superv1sors-shall view any pertinent BWC video as part of the review.
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Officers @smgne B WCS shall use their body cameras during part time/off duty work and shall comply with

this pohcy ///@/ use is allowed only for approved off-duty jobs within the City of Minneapolis and while

wearing the MPD Uniform.

Officers shall not receive City wages for picking up or dropping off their BWC from their precinct station
house when it is picked up or dropped off for off-duty jobs.

Officers shall not use MPD issued BWCs while working for another agency.



ACTIVATION

Officers shall manually activate the BWC to Record Mode during the below situations. Activation shall

occur as soon as possible, but before any citizen contact.
-Traffic Stops

-Suspicious Person Stops
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-Suspicious Vehicle Stops Vi
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-Any vehicular response requiring emergency driving as defined by 7- 402 of/emerge/ff Gy /gsponse

as defined by 7-403. Wy
Ne Y
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“nother em/p ee 1n their official
VR
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-Any search, including but not limited to v cle ’ rsons or buildings.
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-All strip searches shall be reeorded%y at lg%/s%tﬁéne person present during the entirety of

-Vehicle pursuits.
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-Work-related transports not involving a ride-along or’a

\\\\

capacity as a City employee.

the strip search, incliding all pré;searché instructions provided to the person being

e el ogBos el
searched. The gfrricre 153 shall b{ Positio  to assure that the person being searched is not
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captured o% deo //////
-Any contact/

volvm al or ant1c1pated criminal activity.
R

¥ contact 1m? lv% A // tualéor anticipated physical or verbal confrontations.
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-An c At t1s r becomes adversarial. Anytime a situation changes to require activation, the
/%Y 9 /// /,,,,,////////// é yti g q
/ ofﬁcé; shal} mmeﬁiately activate the BWC.

W

en adyising a person of their Miranda Rights.

2
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-When ordered by a supervisor.
-Any tactical entry or forced entry into a building.
Officers may activate the BWC in the following situations:

-General citizen contacts where the officer feels that a recording is appropriate.



-Anytime an officer feels it is appropriate to preserve audio/visual data when taking a statement
from a victim, suspect or witness. Officers should make an effort to notify a victim or witness of

the use of the BWC and should attempt to gain their consent to record the statement.

The BWC shall not be activated for the purpose of surveillance of legally protected activities. At First
Amendment assemblies, the BWC shall not be activated for the purpose of identifying individuals and/or
recording the presence of individuals engaged in lawful activity. During such assemblieg,,officers shall

/
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Once aciivated, the BWC shall be left in the record mode until the con};lusmn of the even /The conclusion
/
of the event occurs when either the officer or citizen(s) has left the scejne/”j detention or transport has

// .
concluded. // //// %

activate the BWC if required by policy.
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DEACTIVATION @
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Notwithstanding the above, he BWC may be deactivated during ? ;m‘u;/ﬁlch as:
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® While protecting accident scenes %%% // ////
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® Monitoring assigned traffic posts @
b w

\
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®  Assisting motorists / /
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® To protect the 1dent(1; Q; %ﬁ‘ﬁce n%% undé/rcover capacity
A

® To protect the ide ofa conﬁd%ntlal reliable informant
b, o

® The 1n01dent¢9/} event 1’s’7

power and/or ¢ 1;

such duration that is necessary to deactivate the BWC to conserve
W,
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Any/(é%n in Whi/%h the//e’i*fﬁcer makes the decision to deactivate the BWC, there must be a
//ﬁsonﬁ b}%ﬁl@}%}hzﬁﬂhe stopping of the recording will not result in the loss of necessary evidence.
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Once 4h even} has been stabilized, if it is necessary to discuss issues surrounding the

\
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%@élden -vestlgatlon with a supervisor or another officer in private, officers may turn off their
//

0
////// s includes discussions between Field Training Officers with officers in training that are

specific to training issues.

® [Ifarequest is made for a BWC to be turned off by a party being contacted, the officer should take
into account the overall circumstances and what is most beneficial to all involved, before deciding
to honor the request. For example, an officer may choose to turn off the BWC if its operation is

inhibiting a victim or witness from giving a statement. It is up to the officer to make the



determination as to what is best for the investigation or contact. If the BWC is deactivated, the

officer shall document the reason in their report/supplement.

®  When ordered by a supervisor. Both the officer and supervisor shall document the reason for the

deactivation as described below.

An Officer shall only deactivate a BWC if they reasonably believe there is no longer audio/visual evidence

to capture and that any of the caveats contained within the activation section will not b%oked.
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When a BWC is deactivated officers shall describe the reason by narration prior %@eacnv%ﬁ. 1t 4 report
is prepared, the deactivation and the reason therefore shall also be documented in the (%i;cer’s report or

o,
supplement. If a report was not prepared, the reason for the deactiva' shall be ¢ cume/}j}é/%via added
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remarks in CAD. . % /%
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To ensure the accuracy of reports, an officer shoulggév{@ audjg and WA eg data before making a repori or
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REPORT WRITING
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statement. An officer shall document the fol]g} ’,;,i/;/g in hﬁ%@éj}epoﬁ:
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¢ Whether audio or video evidetige was ‘athéred relating to the events described in the
"
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® Ifthe BW%/‘vas deactt

ﬁf;%ted prior to the conclusion of the event, the fact that the BWC
was deacti¥ted and the bi&js for deactivation.
gd 39 the bag

report. .
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L Any%ﬁgl,@mctiog}} the BWC equipment in either the recording or the uploading of the
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BWC DATARETENTION,
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Dat; é@at

2 is not4glassified under one of the specified classification options shall be retained for one year.
All data {]@/at is clgssified under one of the specified classification options shall be retained at least six years
but in no ev%ﬁ ICss than as otherwise provided under the Minneapolis Records Management Policy,

whichever is longer.

BWC ACCESS/REQUESTS FOR DUPLICATION OF RECORDINGS

All BWC recordings are the property of the MPD and original BWC recordings shall remain in the sole

custody of the MPD, unless necessary for the preparation of civil, criminal or administrative matters, used



in court as evidence, provided to an expert for analysis, provided to another law enforcement agency in the
scope of their investigation, if required to be provided to another by lawful order or as may otherwise be

required by the Minnesota Government Data Practices Act or other applicable law.

Nothing herein shall preclude MPD personnel from reviewing or using recorded data for the purposes of
investigation or prosecution of crimes or preparation of reports. Recorded data may only be used for

training purposes with the approval of the Deputy Chief of Professional Standards.
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An officer is entitled to access audio and video data derived from BWC equlpment 1ssu/’
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%ﬁ’em%when
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allegations of substandard performance or misconduct. Requests by MPD personnel f@)f» uphca on of
BWC data for purposes of official MPD business shall be directed to t]ae Crime Lap V1de/*F//fen51c
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section via submission of the Crime Lab Video Request for Services fé/ ”(,MP -9069)
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Employees are prohibited from using recording devices to dup‘gcate @% wdecff d/or audio in any form,
//

/f//
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including cell phones or video cameras. //
Requests by MPD personnel for duplication of B\V/da%mn -work related purposes (e.g. teaching,
personal reasons) shall be submitted to the R%é@lnfo ati

subject to the Minnesota Government Data P a’cuces %ét ang //fy of Minneapolis data charges.

CRITICAL INCIDENTS / & ////////
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Involved or Witness Ofﬁcers shall mamtam custody of their BWC equipment until Crime Lab personnel

reasonable and necessary for the officer to perform the essential functions of thej /f(;;)

=]
H

Y
oﬁ/;Umt for approval and processing and are
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/
take custody of the eq}1 men ////%fée event tﬁat any officers will be photographed as part of the Critical
%
Incident protocol, Ofﬁeerﬁ”ﬁshyll le%?/e BWC equipment on their uniform until photographs are completed.
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Authorized C /nme 7.ab p } /ﬁ%&z ¢ responsible for assuring that any BWC video is properly

,,,//

downloaded. //.nce ‘the all dewnloads are completed, BWC equipment will be property inventoried. The

W / W,
ass1%e d1 \’@:} g t@és mll/be responsible for authorizing release of the BWC equipment to the officer or

other3 é:p%})roprla %er{@nnel In the event that Crime Lab personnel are unable to take custody of the BWC,
//

the on-sceﬂe invesligators shall coordinate the custody of the BWC and downloading of the video.
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If the investigation of the incident is transferred to another law enforcement agency, officers will maintain
custody of their BWC until directed by the investigating agency. Downloading of the video and physical
custody of the BWC will be coordinated with assigned MPD investigators and the outside investigating

agency.

DEFINITIONS



Activation: Any process which causes the BWC system to record audio and/or video data. Activation will

be done manually.
Body Worn Camera (BWC): Audio-video recording equipment designed to be worn on a person.

BWC Equipment Check: An audio-video test to ensure that the BWC equipment is in working order. This

check shall include a test of the video and microphone recording components and a date and time check.

/ s
BWC Operational Guide: Training manual/guide which outlines the protocol for opetating the BWC
A
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BWC Uploading: The act of transferring recorded data from the BWC to the storage Server. /////
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system/equipment,
Y quip %,
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Categorize: To classify an event that has been recorded and for Whlc%@redetel;g/ﬁﬁed re%ﬂon period has

been set. : %///@

Critical Incident: An incident involving any of the following si atlons/é,ccum in the line of duty:
%
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® The use of Deadly Force by or against a ]\% /%hs Pt ﬁ' A

'llce Officer;
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,custody or control of an officer;

® Death or Great Bodily Harm to an ofﬁ( ?/,%//
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® Death or Great Bodily Harm to a pers;g ho 15

®  Any action by an officer {Ha1 causes /ﬁt d to cause Death or Great Bodily Harm.
y y % // ndor y
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Deadly Force: Minn. Stat. ’{‘9 066 stﬁés that: “Force which the actor uses with the purpose of causing,

or which the actor should reat @n@L{/ know c/‘feates a substantial risk of causing death or great bodily harm.

The intentional dlschd{/(g a fire @ other than a firearm loaded with less-lethal munitions and used by a

peace officer /hm the% %fm}ﬁcml duties, in the direction of another person, or at a vehicle in which
¢

bé[ieved %@
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De-zytwa ﬁ] Af érocesé@m which causes the BWC system to stop recording. De-activation will be

L
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another per constitutes deadly force.”
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- dlone %ﬁpually
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Designated %1} ad Site: Location where officers complete the task of uploading BWC recordings to a

storage server through a PC or docking station.

Great Bodily Harm: Bodily injury which creates a high probability of death, or which causes serious
permanent disfigurement, or which causes a permanent or protracted loss or impairment of the function of

any bodily member or organ, or other serious bodily harm,



Mobile Video Recorder (MVR): Audio/video recording equipment designed for fixed installation in
patrol vehicles that includes at a minimum, a camera, microphone, recorder and LCD monitore Digital:

Digitized (text, graphics, audio, and video).

Pre-Event Recording: Video stored by the BWC system prior to manual activation. This is a configurable

feature for the digital BWC system and is preset to record video prior to manual activation. The pre-event
recording is included as part of the incident and is viewable during playback. //

. .
Record Mode: Any time BWC equipment is recording audio and video as indicated on@e}z@"@%nomtor,
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Recorded Media: Audio-video signals recorded on any of several storage devices, inclj%%ut not

limited to, portable digital storage devices (e.g. CD, DVD, hard drive%i@% driv_ej%
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) !
wireless microphone and/or DVR. //@%
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“
. r .- N
Significant Incident: Includes, but are not limited to, any of tf é//%%@ . 1%6’ 1s occurring in the line

vé},\//;;l/ngs %t///n

,///77/

X
'

of duty:
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* Critical incident; ;////% & s
7

Py . . . . - . / ////// % 7
Domestic abuse incident interview; // ////////
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¢ Felony crime; %///% ///’% //////
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*  Pursuit; 4 % ////////// /
® Squad accident;

“syorn supervisor believes the recording to be of evidentiary
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®  Any incident in whi the
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and/or admm%%;%; \'fall,
® The identity o %'gme{/{/”'- i
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* Mangmade or natural disaster or act of terrorism;
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A a{//ﬁ//@}ﬁf{cer or supervisor believes should be brought to the immediate attention of
7,

. W,
%pohce cé),/. ’ {1//@;1 staff;
. A@;};%im//ef/ffhat a citizen makes allegations of police misconduct or discrimination during the
4
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incid:



